
Εκπαίδευση σε θέματα κυβερνοασφάλειας 

 Το σεμινάριο εστιάζει στην πρακτική κυβερνοασφάλεια για τον δημόσιο τομέα, με στόχο να 

ενισχύσει την καθημερινή “ψηφιακή άμυνα” των εργαζομένων     και να μειώσει τον κίνδυνο 

περιστατικών που προκύπτουν από ανθρώπινα λάθη. Αναδεικνύει γιατί η κυβερνοασφάλεια 

δεν είναι μόνο θέμα τεχνολογίας αλλά     και διαδικασιών και συμπεριφοράς, με έμφαση στην 

προστασία δεδομένων πολιτών, τη συνέχιση κρίσιμων υπηρεσιών και τις κανονιστικές 

υποχρεώσεις (π.χ. GDPR).  

Δομείται σε τέσσερις ενότητες:  

1. Εισαγωγή και βασικές έννοιες/απειλές με παραδείγματα επιθέσεων σε δημόσιους φορείς. 

2. Ασφαλής πλοήγηση και χρήση ψηφιακών υπηρεσιών με έμφαση στο email και την 

αναγνώριση phishing. 

3. Ισχυροί κωδικοί, 2FA και βασικές πρακτικές προστασίας προσωπικών δεδομένων στον 

εργασιακό χώρο. 

4. Σωστή αντίδραση σε ύποπτα περιστατικά, ορθές πρακτικές χρήσης συσκευών/μέσων και 

ενίσχυση κουλτούρας ασφάλειας. 

Το σεμινάριο ολοκληρώνεται με ανακεφαλαιώσεις, συζήτηση και μικρά σενάρια/κουίζ 

εφαρμογής, ώστε οι συμμετέχοντες να μπορούν άμεσα να αναγνωρίζουν κινδύνους, να 

προλαμβάνουν συνηθισμένα λάθη και να ακολουθούν σωστά βήματα αναφοράς όταν κάτι 

“δεν πάει καλά”. 

 

 


